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Business Continuity Plan Department Questionnaire

Objectives -- To determine what is critical for department operation, and
	  develop measures to minimize loss in the event of a disaster.
			
Please us the arrow keys and mouse to navigate through the form.
	DEPARTMENT:
	 DATE:

	
	

	DEPARTMENT FUNCTIONS:
	 

	
	

	
	

	MANAGER NAME
	 E-MAIL:

	
	

	
	 PHONE:



	1. What are the priority tasks, including manual functions, of your department?  
	

	2. Please indicate if these tasks are performed daily, weekly, monthly, etc.  
	

	3. What tasks do you perform that would impact customer services if they failed? 
	

	4. List all resources required to perform your priority tasks.  This checklist should include staff, preprinted forms, office equipment, office supplies, calculators, computer equipment, and telecommunication devices. Please note any unique items, including access to secure websites; activation codes; encryption codes, etc. 
	

	5. Do you currently have procedures to replace critical equipment, forms and supplies in the event of a disaster?        If no, please make replacement recommendations for each and the turn-around time needed. 
	

	6. What important reference materials or operating procedures are used in your department?
	

	How would these be replaced in a disaster? Include online sources. 
	

	7. What departmental forms, supplies, equipment, or reference manuals should be stored in an off-site location? Include the type & quantity. 
	

	8. Identify the storage and security of original documents and vital records in your department.  
	

	a. How would this information be replaced in a disaster? 
	

	b. Should any of these original documents be in a more protected place, e.g.,
off-site storage, company vault, etc.? 
	

	c. When, by whom, and to what location(s), are records sent off-site? 
	

	d. Are critical documents stored in a safe deposit box or other location that may not be able to be accessed during a crisis? 
	

	e. Have critical documents been scanned into computers so they will be available during an emergency? 
	

	9. What are your backup procedures for all stand-alone computer systems located within your department location?  
	

	a. Are program disks, installation files, and activation codes stored off-site? 
	

	10. Do you currently have a temporary operating procedure (for example, paper service forms) in place should disaster occur? If yes, please summarize. 
	

	11. Have you developed any back-up procedures, including paper-based, which can be used to continue operations in the event that this software is not available? 
	

	a. If yes, have the procedures been fully documented & tested within the last six months?
	

	12. What other departments would be affected by a disruption in your daily business functions?
	

	13. Indicate a peak season, calendar quarter, time of year, critical day of the week, and/or time of day, and DEADLINES if any, for this process or application.
	

	14. What outside services or vendors do you rely on for normal operations?
	

	15. What internal groups do you depend on for normal operations?
	

	16. Do you have current job descriptions available for your department?
	

	17. Identify ALL Single Points of Failure due to individual employees having unique abilities, access to programs and websites, passwords, and other resources that may prevent a recovery if that employee leaves or is not available after a disaster.
	

	18. Identify personnel that are cross-trained for each position within your 
	    department?
	

	19. Identify ALL Single Points of Failure due to equipment or other resources that have no redundancies.
	

	20. Identify the timeframe you expect it would take to replace these resources after a disaster.
	

	21. Are there any other factors, which should be considered relating to planning for business continuity?
	



Owner Question:

Do you have all passwords, logins, etc. to continue this department’s functions if your staff is not available after a disaster?






Critical processes & functions, including required software & services
Examples:
· Service Tickets & Service Documentation
· Scheduling
· Client communications
· Staff Communications
· Vendor orders
· Payroll
· Remote Monitoring & Maintenance
· Accounting
· Invoicing
· Accounts Receivable
· Accounts Payable
· Financial Reporting
· Payroll
· Human Resources
· Remote Desktop Management
· Sales
· Facilities & Maintenance
· Help Desk
· Projects
· Purchasing
· Inventory Control
· Deliveries
· Warranty claims



	Department ______________________ 
	Completed by _____________________

	 
	

	Process / Function
	

	 
	

	Application Name
	

	 
	

	Site-based or Cloud
	

	 
	

	Server(s) required for operation
	

	 
	

	Other infrastructure required for operation
(example: Internet connection) 
	

	 
	

	Subject Matter Experts
	

	 
	

	Trained Operators (users)
	

	 
	

	Cross-trained operators (backup users)
	

	 
	

	Single Points of Failure
	

	 
	

	Other departments worked with
	

	 
	

	Outside organizations worked with
	

	 
	

	Additional Comments
	




Page 1 of 5

Page 2 of 5

image1.png
DominionTech
COMPUTER SERVICES




