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   Internet & E-Mail Continuity
Internet and E-mail are critical tools in today’s business environment.  Your website may be for advertising but now many sites include tools to open service tickets and place orders. Your website is also a critical tool to convey information after a disaster.  E-mail is a critical communications tool that when disrupted can have an immediate effect on customer relations.

It is critical that you protect your website and e-mail system from malicious attacks. It is also critical that these systems be backed up so they can be restored after a disaster, and that access can be redirected to the new location. Methods vary from local servers to hosted services. 

Internet 
For EACH Domain you have, Identify the:

Domain name:

Registrar (ie, GoDaddy):
Registrant:

Administrative Contact:

Technical Contact:

Expiration Date:

A-record:

MX record(s):

Name Servers:

Server :  _____ local    ______ collocated offsite  ______ hosted service

Data Center or Hosted Service Contact info:

Is your website backed up?

Who has the ability to restore your website from a backup?

Name the people in your organization who have the login & password to modify this record:

(Copy these headings and fill in the information for each domain)

Here is a useful tool for gathering your domain info:  http://centralops.net/co/DomainDossier.aspx
Comments:

E-mail

Mail Domain:

Webmail address:

Server platform __Outlook __SBS Outlook __Linux __Macintosh___Other (specify) ______________
Server :  __ local physical  __ local virtual  __ co-lo offsite physical  __ co-lo offsite virtual  ___ hosted 

Server Name:
Server IP Address:
Co-lo or Hosted Service Provider:

Contact e-mail & phone:

Name the people in your organization who have the login & password to manage your e-mail:

Is your e-mail server backed up?

Who has the ability to restore your e-mail server after a disaster?

Do you have an e-mail continuity service?

What is the domain you log into to access your continuity service remotely?

Have your users been trained in the last 6 months to remotely access mail after a disaster?

Have you installed a desktop link for each user to access your mail continuity site?

Have each of your users provided you with a personal web mail account so you can e-mail them if your server is down?
Mail Filter

__ local physical  __ local virtual  __ co-lo offsite physical  __ co-lo offsite virtual  ___ hosted

Server/Device/Service Name:

MX Record

Server IP Address

Co-lo or Hosted Service Provider:

Contact e-mail & phone:

Name the people in your organization who have the login & password to manage your filter and redirect your e-mail after a disaster:

Comments:
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